Don't be “fooled” vennhinder
by vendors who
look safe at first glance

10 common mistakes made in vendor risk management

The company is big,

N" they must be safe.
) J

& | don't send my Non Public
Information (NPI) data to them,
so they're not high risk, right? 77

££The data isn't in electronic format,
so the risk is low, right? 77

&k They are a privately held company
that won't release financials,
so there’s nothing | can do. 77

| would never fall for
that kind of email.

L& They are a well-known name
so I'm sure they do data
security correctly. 77

k& They told me they were hacked
\“'l but everything is fine now. 77

£k They are really innovative, so they
must have spent a ot to ensure
their technology is safe. 77

O lg—

They won't share the information
we need for proper due diligence.
Are we just out of luck?

£k I've done all my due diligence and my
vendor is buttoned up, safe and financially
sound. Why is my examiner asking me
about fourth party vendors now? 9%

Need help with getting your vendor

i ?
management prqgram in order: Download free samples now.
Learn how Venminder can help.
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